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Cybersecurity in Secondary Education:

Empowering Students to Counter.
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Introduction

Today, the world is facing great challenges in the 
field of cybersecurity, so introducing cybersecurity 
concepts into school curricula and enhancing 
awareness of their importance to protect systems 
and data from electronic threats, urging new 
generations to work in the field of cybersecurity, and 
developing secure electronic solutions to meet 
current and future challenges.
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Today, the world is facing great challenges in the field of cybersecurity, so 
introducing cybersecurity concepts into school curricula and enhancing awareness of 
their importance to protect systems and data from electronic threats, urging new 
generations to work in the field of cybersecurity, and developing secure electronic 
solutions to meet current and future challenges.

Analysis for Incorporating Cybersecurity in Secondary Education to empower 
students to counter digital threats.

Strengths, Weaknesses, Opportunities &Threats
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Strengths

• Growing Awareness: Increasing public and governmental 

recognition of the importance of cybersecurity.

• Technological Integration: Schools are becoming more reliant on 

technology, making cybersecurity education essential.

• Young and Adaptable Students: Students are generally more tech-

savvy and can adapt to new concepts quickly.



Strengths



Weaknesses



Curriculum Gaps

▪ IN 10th Grad New curriculum introduction to CS.

• Cyber Security
• The main interlocutor of cybersecurity CIA 
• Cybersecurity Cybersecurity concepts
• Marsat Cyber Security 
• Cyber Security Jobs

Overcome weaknesses in MOE 

GRAD 10



OPPORTUNITIES



OPPORTUNITIES



THREATS



• Awareness campaign "Be Aware" in cybersecurity.
• Target Segment.

• Students of educational stages.
• From fourth to twelfth grade.
• Nearly 450,000 students in all schools of the Ministry of 

Education.
• The executing party of the campaign:

• The number of mentors supervising the campaign in all 
educational zones is 120 mentors and mentors.

• 3476 computer teachers and head of the computer department.

OUR Strengths  in MOE 



ADDRESSING WEAKNESSES



Addressing Weaknesses:



Addressing Weaknesses:



Addressing Threats:



Addressing Threats:

Bridging the Digital Divide:

1. Technology Access: Ensure that all students have access to 

technology and the internet.

2. Digital Literacy Programs: Offer digital literacy programs to help 

students develop essential skills.

3. Community Initiatives: Partner with community organizations to 

provide technology resources and training.



Addressing Threats:



Addressing Threats:
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